Visne Madencilik Uretim Sanayi ve Ticaret Anonim Sirketi
Bilgi Giivenligi Politikasi
1. Amacg

Bu politikanmn amaci, Visne Madencilik Uretim Sanayi ve Ticaret Anonim Sirketi’nin (“Visne
Madencilik” veya “Sirket”) bilgi sistemlerinin; gizlilik, biitiinliik ve erisilebilirlik ilkeleri
dogrultusunda, kurumsal yonetim anlayisi, uluslararasi uygulamalar ve Sermaye Piyasasi
Kurulu’nun (“Kurul” veya “SPK”) VII-128.10 sayil1 Bilgi Sistemleri Y&netimine Iliskin Usul
ve Esaslar Tebligi basta olmak tizere ilgili tiim mevzuatlara ve Sirket i¢i diizenlemelere uygun
olarak yonetilmesini saglamaktir.

Bu politika, bilgi giivenligi siireclerinin isletilmesi i¢in gerekli rollerin, sorumluluklarin
belirlenmesini ve gorev tanimlarinin yapilmasini, hedeflerin belirlenmesini, bilgi sistemlerine
iliskin risklerin yonetilmesine dair siireclerin olusturulmasini, kontrollerin tesis edilmesini,
degerlendirilmesini ve gozetimini kapsar. Bu politika, bilgi sistemlerine iligkin risklerin etkin
bigimde yonetilmesini, kontrol yapisinin giiclendirilmesini ve Yonetim Kurulu’nun gézetim
sorumlulugunun yerine getirilmesini temin eder.

2. Kapsam
Bu politika;
o Sirket’in merkez ve diger tiim ofis ve tesislerinde kullanilan tiim bilgi sistemlerini,
e Donanim, yazilim, veri tabanlari, ag altyapilar1 ve iletisim sistemlerini,
e Finansal raporlama, kamuyu aydinlatma ve yatirimci iliskileri siireclerini destekleyen
sistemleri,
e Kiitik ve kritik olmayan uygulamalari,
o Sirket caligsanlarini, yoneticilerini ve yetkilendirilmis kullanicilari,

o Bilgi sistemleri kapsaminda hizmet alinan {i¢iincii taraflar1 ve dis hizmet saglayicilari
kapsar.

3. Dayanak
Bu politika;

o Sermaye Piyasast Kurulu'nun Bilgi Sistemleri Yonetimine Iliskin Usul ve Esaslar
Tebligi (VII-128.10),

o [llgili diger SPK diizenlemeleri ve yiiriirliikteki mevzuat
cercevesinde hazirlanmistir.
4. Tammmlar
Bilgi: Sirket faaliyetleri kapsaminda tiretilen, islenen veya saklanan her tiirlii veri.

Bilgi Sistemleri (BS): Bilginin islendigi, saklandig1 ve iletildigi tiim yazilim, donanim ve ag
altyapilari.

Yetkilendirme: Kullanicilarin = gérev  tanimlart  dogrultusunda  bilgiye erisiminin
sinirlandirilmasi.

Kritik Riskler: Kesintisi veya giivenlik ihlali halinde Sirket’in finansal durumu, kamuyu
aydinlatma yiikiimliiliikleri veya faaliyet stirekliligini 6nemli 6lgiide etkileyen sistemler.

5. Temel Bilgi Giivenligi ilkeleri



5.1 Gizlilik
Bilgi, yalnizca yetkili kisiler tarafindan erisilebilir olacak sekilde korunur.
o Kullanici erisimleri gorev ve sorumluluklara gore belirlenir.

e Gizli nitelikteki bilgiler {giincii kisilerle mevzuat ve sodzlesmeler cergevesinde
paylasilir.

5.2 Biitiinliik

e Bilginin dogrulugu, tamlig1 ve giincelligi korunur.

e Yetkisiz degisikliklerin 6nlenmesi i¢in erisim kontrolleri uygulanir.

o Bilgilerde yapilan degisiklikler izlenebilir ve kayit altina alinabilir sekilde yonetilir.
5.3 Erisilebilirlik

e Bilgi ve bilgi sistemleri, yetkili kullanicilar i¢in ihtiya¢ duyuldugunda erisilebilir
durumda tutulur.

o Sistem stirekliligini saglamak amaciyla yedekleme ve kurtarma 6nlemleri alinir.
o Kiritik verilerin kaybin1 6nlemek i¢in diizenli yedekleme yapilir.
6. Bilgi Giivenligi Organizasyonu
6.1 Yonetim Kurulu
Yonetim Kurulu;
» Bilgi sistemleri yonetimine iliskin politika ve stratejileri onaylar,
o Bilgi sistemleri kaynakli riskleri ve siber tehditleri gozetir,
o Kiritik sistemlere iligkin is siirekliligi ve olaganiistii durum kurtarma siireglerini izler,
e Gerekli organizasyonel yapi, kaynak ve yatirimlarin tesis edilmesini saglar,

o Bilgi sistemleri riskleri, is siirekliligi test sonuglar1 ve 6nemli bilgi giivenligi olaylarina
iliskin raporlar1 yilda en az bir kez degerlendirir,

o Gerekli gordiigii hallerde bilgi sistemleri risklerine iliskin 6zel rapor talep edebilir.
6.2 Ust Yonetim
Ust Yonetim;

o Politika’nin uygulanmasini saglar,

o Bilgi sistemleri performansi ve risklerine iliskin raporlar1 diizenli olarak Yonetim
Kurulu’na sunar,

e Risk yonetimi fonksiyonlari ile koordinasyonu temin eder.
6.3 Bilgi Giivenligi Sorumlusu
Bilgi Giivenligi Sorumlusu;

o Bilgi sistemlerinin giivenli, kesintisiz ve mevzuata uyumlu sekilde isletilmesinden
sorumludur,



o Sistem kontrollerini tesis eder, dokiimante eder ve etkinligini izler,

o Bilgi sistemleri riskleri ve giivenlik Onlemlerinin etkinligi hakkinda st yonetime
raporlama yapar,

e En az 5 yil bilgi sistemleri glivenligi, yonetisimi, i¢ kontrol veya denetim alanlarinda
tecriibeye sahiptir,

e Giinliik operasyonel isleyise dahil degildir ve dogrudan iist yonetime bagh ¢aligir.
6.4 Risk Yonetimi
o Bilgi sistemlerine iligkin risk ve kontrolleri degerlendirir.
o Kiitik Riskler i¢in aksiyon planlar1 olusturulur.
e Bulgulan iist yonetime ve gerekli hallerde Yonetim Kurulu’na raporlar.
7. Erisim ve Yetkilendirme Kontrolleri
» Bilgi sistemlerine erisim kisiye 6zel kullanici ad1 ve parola ile saglanir.
e Parolalar gizli tutulur, li¢iincii kisilerle paylasilmaz.
o lsten ayrilan personelin erisim yetkileri derhal kaldirilir.
8. Fiziksel ve Cevresel Giivenlik
o Bilgi sistemlerini barindiran donanimlar yetkisiz erisime karsi korunur.
o Fiziksel evraklar kilitli alanlarda muhataza edilir.
9. Bilgi Giivenligi Thlalleri
o Bilgi giivenligi ihlali siiphesi derhal yonetime bildirilir.
o Ihlalin etkileri degerlendirilir ve gerekli diizeltici &nlemler alinir.
o Onemli ihlaller mevzuat gergevesinde raporlanr.
10. Uciincii Taraflar

o Bilgi sistemlerine erigimi olan tligiincii taraflarla gizlilik hiikiimleri igeren sdzlesmeler
yapilir.

e Dis hizmet saglayicilarin bilgi giivenligi ylkiimliiliikleri izlenir.
11. Egitim ve Farkindahk

e Calisanlar bilgi giivenligi konusunda bilgilendirilir.

o Bilgi giivenligi farkindaliginin artirilmasi amaglanir.
12. Politikanin Gozden Gegirilmesi

Politika; en az yilda bir kez veya mevzuat ve organizasyonel degisiklikler dogrultusunda
gozden gegirilir, is ihtiyaclari ile degisen tehdit ve risklere gore giincellenir.

13. Yiiriirlik

Bu politika Yonetim Kurulu’nun 31.12.2025 tarihli karar1 ile ayni tarihte yiiriirliige girer.



